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Abstract
Digital watermarking is the efficient method to f@ct the digital information. Digital Watermarking the
method that embeds information known as a waternvak a multimedia object such watermark may be
detected or extracted later to create an asseréigarding the object. Watermarking is either "Jistbor
"invisible”. Though visible and invisible are vidugrms watermarking isn't restricted to imagesaih even be
wont to shield alternative sorts of multimedia abjeThis paper review many techniques regardingtadig
watermarking (visible and invisible).
Key Words: Visible watermarking, Invisible watermarking, Friegivatermarking, Semi fragile watermarking,
robust

Introduction

Digital watermarking came to be in nice demand ositaring information on the net became a usualyappl
Sharing files online, you ne'er grasp if somebodgsuthem without your consent. To stop unauthorized
commerce use of your files, you can publish thenth® online within the worst quality or don’t puthi
anything worthy in any respect. It isn't an honesly to solve the problem of unauthorized use,dsSo, you
must search for a lot of effective ways in whichcobyright protection, like digital watermarking. digital
watermark could be a pattern of bits inserted athgital file -image, audio or video. Such messag@metimes
carry copyright information of the file. Digital wermarking takes its name from watermarking of pagre
cash. However the most distinction between thethds digital watermarks are speculated to be ibigsor a
minimum of not ever-changing the perception of ioidd file, unlike paper watermarks, that are imagirio be
somewhat visible.
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2.TYPES OF WATERMARK:

A. Division Based On Human Perception:

Depend on human visual perceptions water markhbeadivided in to two types they are
*  Visible watermarks and
* Invisible water marks
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Division Based On Human Perception
B.Visible Watermarks:
These watermarks can be clearly seen by the viawdrcan also identify the logo or the owner of tbhatent.
Visible watermarking technique changes the origsighal. The watermarked signal is completely défé from
the initial signal. Visible watermarking algorithrase less complicated. The watermarked signal danmitb stand
the signal process attacks, just like the watern@ak be sampling, cropping from the watermarkedgenéor)
watermark signal. In this type of watermarking neetlspreading the watermark information throughbetimage
or signal .Could be a best option, however thedgtechof the image or signal is degraded that prsvitne image or
signal from being employed in medical applications.

-

Visible watermarking

C. Invisible Watermark:

This watermarked information cannot be seen byreth€éhe Output signal doesn't amendment a lot oénwh
compared to the Original signal. This type of watarked signal or image is nearly almost like théahSignal.
Because the watermark is invisible, the cheatenaaorop the watermark as in visible watermarkingvisible
watermarking is a lot of strong to signal procesacks in comparison to visible watermarking. As tuality of the
image doesn't suffer a lot of, it will be utilizedalmost all the applications.
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3 .BASED ON APPLICATION:
Based on users application watermarks are subeathiioto three types they are

BASED ON USERS
APPLICATION

FRAGILE ROBUST
WATERMARKS

Watermarking Methods Based on User Application

A. Fragile Watermarks:

Fragile watermarking technique involves embeddiatpdnto a file that is destroyed if the file isaciged. This
technique is unsuitable for recording the copyrigbtder of the file since it will be therefore sippemoved,
however is helpful in things wherever it's necegsamprove that the file has not been tampered, kb employing
a file as proof in an exceedingly court of law,cgrany tampering would have removed the waternfankgile
watermarking techniques tend to be easier to impigrthan sturdy ways.

B. Robust:

Robust marking aims to embed data into a file tetnot simply be destroyed. Although no mark idlyea
indestructible, a system may be thought of stufdjpe quantity of changes needed to get rid ofrttaek would
render the file useless. So the mark should beehidid an exceedingly a part of the file whereveré&moval would
be simply perceived. There are two main varietfestirdy marking. Procedure involves activity a ebbsymbol for
the customer who originally non inheritable the find thus is allowed to use it. Should the filddaad within the
possession of someone else, the copyright ownéusgél the fingerprint to identify that client dessted the license
agreement by distributing a duplicate of the filllike fingerprints, watermarks establish the caglyt owner of
the file, not the client. Whereas fingerprints @t to establish those who violate the licenseagent.

C. Semi-Fragile Watermarks:
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These watermarks are broken if the modificationthéowatermarked signal exceed a pre-defined hsesltold. If
the threshold is about to zero, then it operates fagile watermark. This methodology is often wtinguarantee
information integrity and additionally informati@uthentication.

4. BASED ON USER’S AUTHORIZATION TO DETECT THE WATE RMARK

BASED ON USER'’S
AUTHORIZATION

Public

Private Semi-
private
A. Privat :

In this watermarking, the user is not approvedirid the watermark embedded within the original algrivate
marking systems is divided more into different ldrtbwever all need the original image Private nmylsystems
reveal little data and need the secret key so di;id the mark. Several current systems fall urttis class and
they are usually used to prove ownership of faloricourt.

B. Semi-private:

Semi-blind watermarking doesn't use the originavetalata for detection, however tries to answemtdal

question. (Potential application of blind and sdimd watermarking is for proof in ownership,)

C. Public:

In this type of watermarking, the user is authatite detect the watermark embedded in the origiiggdal.

IV. DIVISION BASED ON KNOWLEDGE OF THE

USER ON THE PRESENCE OF THE WATERMARK:

A. Steganography :

Steganography is that the art and science of \griiciden information in such the simplest way thabody with
the exception of the supposed recipient is awaretha existence of the message. This can be coroagh by
concealing the existence of data inside appar&atignless carriers or cover .

B. Non Steganography:

The user is alert to the presence of the waterimaokiginal signal.

Conclusion

In this paper, we have a tendency to studied thmws types of watermarking methods on the basisanious
parameters like Human Perception, Robustness etc.th® basis of human Perception, we can divide the
watermarking into two parts: Visible and Non VisitWatermarking. Primarily based upon the user aizhtion

for the detection of the watermark, watermarkingfien divided into public and personal watermagki®n the
idea of various applications, Watermarking may Ibaded into three categories: Fragile Watermarkihgpn-
Fragile watermarking and strong Watermarking. Witthie future, we are going to develop some newnveteking
techniques that are strong and may be used indvegad world applications.
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